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Happy birthday to Ethel (Lisle Lodge). 
Ethel turned the wonderful age of 103

during March. See inside for some
fantastic pictures of Ethel's birthday

celebration.
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A very special birthday party was organised for Ms Ethel Ratcliffe on the 13th March to
celebrate Ethel’s 103rd birthday. 

Invited residents and friends gathered in the Lisle Common Room for a “High Tea”. where a big
table was arranged and decorated with flowers, lights and fine vintage china. Delicious cakes
and goodies were served along with endless cups of tea. 

Ms Ratcliffe has been living in Lisle Village for 28 years, and has always been involved with the
sewing/quilting group. She is well respected for her beautiful craft work. 

We congratulate Ms Ratcliffe on her proud achievement of reaching such a fine old age with
good health in body and mind and are proud to have her in our village, Ethel is a real treasure.

Heather – Leaweena Lodge
 

 Birthday celebration 
for Ms Ethel Ratcliffe





Bling night at Lisle Lodge on Friday
26th February

Resident's enjoyed a night of great company and conversation





Easter Afternoon Tea at Lisle
Common Room

Resident's enjoyed a wonderful afternoon tea together on 29th
March.  Keep an eye out for the bunnies in the photos.





School Absentee Notes
Sent in by Ruth, Leaweena Lodge

These really appealed to my sense of humour, hope you enjoy them too!

These are excuse notes from parents (including original spelling) collected by
schools from all over the USA.

1.    My son is under the doctor’s care and should not take P.E. today. Please
       execute him.

2.    Please excuse Lisa for being absent. She was sick and I had her shot.

3.    Dear School: Please excuse John being absent on Jan 28, 29, 30, 31, 32 and
       also 33.

4.    Please excuse Gloria from Jim today. She is administrating.

5.    Please excuse Roland from P.E. for a few days. Yesterday he fell out of a
       tree and misplaced his hip.

6.   John has been absent because he had two teeth taken out of his face.

7.    Carlos was absent yesterday because he was playing football. He was hurt
       in the growing part.

8.    Megan could not come to school today because she has been bothered by
       very close veins.

9.    Chris will not be in school cus he has an acre in his side.

10. Please excuse Ray Friday from school. He has very loose vowels.

11. Please excuse Pedro from being absent yesterday. He had diahre dyrea
      direathe, the shits.

 



12.    Please excuse Tommy for being absent yesterday. He ad diarrhea and his
         boots leak.

13.    Irving was absent yesterday because he missed his bust.

14.    Please excuse Jimmy for being. It was his father’s fault.

15.    I kept Billie home because she had to go Christmas shopping because I don’t
         know what size she wear.

16.    Please excuse Jennifer for missing school yesterday. We forgot to get the
         Sunday paper off the porch and when we found it Monday, we thought it was
         Sunday.

17.    Sally won’t be in school a week from Friday. We have to attend her funeral.

18.    My daughter was absent yesterday because she was tired. She spent a
         weekend with the Marines.

19.    Please excuse Jason for being absent yesterday. He had a cold and could not
         breed well. 

20.    Please excuse Mary for being absent yesterday. She was in bed with gramps.

21.   Gloria was absent yesterday as she was having a gangover.

22.   Please excuse Burma, she has been sick and under the doctor.

23. Please excuse little Jimmy for not being in school yesterday. His father is gone
      and I could not get him ready because I was in bed with the doctor.



Scam Watch
Attempts to gain your personal information

A resident recently experienced scammers trying to obtain her personal
information.  The information in this article will hopefully help resident's in dealing
with scammers when they ring you.

Phishing
Phishing scams are attempts by scammers to trick you into giving out personal
information such as your bank account numbers, passwords and credit card
numbers.

How does this scam work?
A scammer contacts you pretending to be from a legitimate business such a bank,
telephone or internet service provider. You may be contacted by email, social
media, phone call, or text message.

Clues for spotting a fake email
The scammer asks you to provide or confirm your personal details. For example,
the scammer may say that the bank or organisation is verifying customer records
due to a technical error that wiped out customer data. Or, they may ask you to fill
out a customer survey and offer a prize for participating.

Alternatively, the scammer may alert you to 'unauthorised or suspicious activity on
your account'. You might be told that a large purchase has been made in a foreign
country and asked if you authorised the payment. If you reply that you didn't, the
scammer will ask you to confirm your credit card or bank details so the 'bank' can
investigate. In some cases the scammer may already have your credit card number
and ask you to confirm your identity by quoting the 3 or 4 digit security code
printed on the card.

Phishing messages are designed to look genuine, and often copy the format used
by the organisation the scammer is pretending to represent, including their
branding and logo. They will take you to a fake website that looks like the real deal,
but has a slightly different address. For example, if the legitimate site is
'www.realbank.com.au', the scammer may use an address like
'www.reallbank.com'.
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https://www.scamwatch.gov.au/types-of-scams/attempts-to-gain-your-personal-information/phishing#


Do not click on any links or open attachments from emails claiming to be from
your bank or another trusted organisation and asking you to update or verify
your details – just press delete.

Do an internet search using the names or exact wording of the email or
message to check for any references to a scam – many scams can be identified
this way.

Look for the secure symbol. Secure websites can be identified by the use of
'https:' rather than 'http:' at the start of the internet address, or a closed
padlock or unbroken key icon at the bottom right corner of your browser
window. Legitimate websites that ask you to enter confidential information are
generally encrypted to protect your details.

Never provide your personal, credit card or online account details if you
receive a call claiming to be from your bank or any other organisation. Instead,
ask for their name and contact number and make an independent check with
the organisation in question before calling back.

If you provide the scammer with your details online or over the phone, they will
use them to carry out fraudulent activities, such as using your credit cards and
stealing your money.

Protect Yourself

Have you been scammed?
If you think you have provided your account details to a scammer, contact your
bank or financial institution immediately.

You can report scams to the ACCC via the report a scam page. This helps them to
warn people about current scams, monitor trends and disrupt scams where
possible. Please include details of the scam contact you received, for example,
email or screenshot.

https://www.scamwatch.gov.au/report-a-scam

